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1	Decision/action requested
The group is asked to discuss and approval.
2	References
[1] ETSI GR ZSM-15: "Zero Touch Network and Service Management (ZSM); Network Digital Twin".
3	Rationale
Mobile network has become crucial infrastructure and the impact of network failure on society is substantial. Therefore, it is important to consider measures against potential future network failures. To consider measures against potential future network failures, it is useful to analyse historical network incidents and analyse other potential future network failures (e.g., analyse network failure that have occurred in other network, analyse network failure caused by component failure like VM or container down). Although causing issues in a commercial network would make fault analysis easier, it is difficult to do so in actual commercial networks because it would affect users. Therefore, the use of Digital Twin is effective for this purpose.
4	Detailed proposal

	1st  Change


5	Use cases
5.X Use case#A: Network failure simulation
5.X.1 Description
Mobile network has become crucial infrastructure and the impact of network failure on society is substantial. Therefore, it is important to consider measures against potential future network failures. To consider measures against potential future network failures, it is useful to analyse historical network incidents and analyse other potential future network failures (e.g., analyse network failure that have occurred in other network, analyse network failure caused by component failure like VM or container down). Although causing issues in a commercial network would make fault analysis easier, it is difficult to do so in actual commercial networks because it would affect users. Therefore, the use of Digital Twin is effective for this purpose.
The use of network digital twin to replay historical network incidents is described in ETSI GR ZSM 015 clause 5.8 [1]. Replaying network incidents helps operator to understand the detailed network behaviour, consider measures against the incidents and avoid or minimize the future network incidents with the measures. To replay network incidents, the network digital twin offers following capabilities: Historical data inspection which enables operator to view past network information as time series (e.g. performance data, traffic data, NF state) to identify pattern, trends, anomalies, Troubleshooting of historical network events which enables replaying sequence of events leading up to a particular issue or network outage to identify root cause and Historical what-if analysis which enables modifying scenarios and get outcomes from the change.

NDT fault injection analysis is described in ETSI GR ZSM 015 clause 5.13 [1]. In this use case, it is described as non-disruptive way of doing fault injection studies. Network digital twin simulates potential fault scenarios and provide results. This enables operator to learn network anomaly patterns of different faults.
For example, network digital twin simulates and analyse network failures occurred in other network. Simulating network failures enables operator to learn results if network failure occurred in other network happened in own network. Then the operator can take action to avoid or minimize the network failure. 
5.X.2 Potential requirements
Editor's Note:	 Potential requirements are FFS.
5.X.3 Potential solutions
Editor's Note:	 Potential solutions are FFS.


